@ Legal Data Intelligence

llllllllllll

Internal Investigations

Regulatory Inquiry
Response Strategy

The compliance team at a
pharmaceutical company initiated an
internal investigation following a
regulatory inquiry. Given the
unprecedented size and scope of the
data that required analysis, the
company’s Legal Data Intelligence
practitioner leveraged the LDI model to
identify the SUN (sensitive, useful,
necessary) data within both internal and
external communications. This approach
enabled the compliance team to provide
a comprehensive and thoughtful
response to the regulator.

USE CASE IN PRACTICE

Targeted Discovery in
Sensitive Investigations

A company tasked its Legal Data
Intelligence leader with helping
investigate alleged workplace
harassment. Leveraging the LDl model,
the leader identified and analyzed
relevant employee communications in
which employees were referring to the
individual involved. Filtering ROT
(redundant, obsolete, trivial) data from
SUN (sensitive, useful, necessary) data,
the LDI practitioner narrowed the
dataset to 500 key documents, enabling
the firm to make informed decisions on
next steps.

Inquiries conducted within an organization to examine allegations of misconduct, compliance violations, or other issues.

Proactive Litigation
Readiness

A utility company conducted an internal
iInvestigation in anticipation of a class
action lawsuit over its role in a major
wildfire in California.
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INITIATE INVESTIGATE IMPLEMENT

Scope Project
* Set protocols for the investigation to ensure it is in line with internal policies and procedures, as well as legal requirements SearCh and Evaluate ReSUItS ACt OIl ReSIIItS

* Consider if there is a case to answer Run searches/analytics/machine learning to find pertinent data, review the search results, and cull unresponsive data Determine next steps based on findings

* Assemble an appropriate team of subject matter and technical experts and identify if there is specific external expertise that may be required
(e.g., external and internal counsel, business leads, IT leads, LDI practitioner, forensic expert)

» |dentify risk of litigation or potential regulatory action depending on result of investigation

How Technology Can Assist Notes
: ¢ Allows for complex Boolean searches and filtering using content and metadata Use of analytics and Al should be /
How Technology Can Assist subject to local regulation, transparency Record/Document
o el o0 AL 6 TIOIMENS 6] 1o o AT Come i oens (o Sl o7 [ e Gans e Performs complex searches and summarizes large data sets using generative Al requirements, and ethical constraints. « Document results and metrics for use in future analytics and analysis
* Captures and organizes objective metrics for each matter (e.g. fees, costs incurred, time to resolution) to enable informed decision-making » Enables custom tagging and foldering to classify and stratify data

* Document any lessons learned to assist with future matters

¢ Reduces review volume/ROT data with tools like email threading, deduplication
or suppression of near-duplicates, categorization, and clustering

Identify Data
fy * Codes documents based upon training or prompts using traditional and
* Define data sources, custodians, and specific criteria (e.g., date ranges) based on information available generative Al tools

* Determine if custodial interviews and discussions with IT administrators regarding messaging, file storage, and other relevant data sources are

warranted/proportionate ¢ Creates custom chronologies using traditional and generative Al tools

¢ Ensure identification exercise is sufficiently robust and in line with proportionality (consider if you need an expert to assist) and periodically
reevaluate to account for additional sources discovered

¢ Consider alternative and additional data sources and approaches (e.g., social media analysis)

How Technology Can Assist Notes Analyze Data

* Tracks data sources from identification through preservation, collection, * Ensuring sufficient identification may be a particular Examine data to find relevant information, privileged information, personal information, patterns, and insights
“and processing to ensure nothing is missed 3
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